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On-chain ‘Nature’
Permissionless Planetary-scale Computation Although
blockchain has traditionally been associated with cryptocur-
rencies, we are amazed by the recent evolution of Pro-
grammable Cryptography (ProgCrypto) [39], technologies
that expand the computable realm of blockchain. Recent de-
velopments in Zero-Knowledge Machine Learning (zkML)
[94, 55, 24, 95] have enabled the execution of complex,
Foundation Model-based AI tasks, even as multi-agent sys-
tems, entirely running on blockchain [45, 20, 79, 78]. Fur-
thermore, Decentralized Physical Infrastructure Networks
(DePIN) [7, 29] have begun to integrate physical infras-
tructures with blockchain, enabling decentralized computing
power to scale up permissionlessly through smart contracts.
Particularly, a significant type of DePIN, called Decentral-
ized AI Inference Networks (AI DePIN) [10, 32], enables
on-chain AI agents to autonomously train and infer mod-
els by permissionlessly purchasing on-chain GPU inference
power with cryptocurrencies. This advancement has led us
to draw a metaphor: these networks serve as the ‘backbone’
of the future machine economy [41], organized by what
could be likened to a ‘blood circulation system’ in the form
of decentralized tokenomics [19, 33, 87].

A recent theory in ProgCrypto, Autonomous Worlds [56],
views an on-chain ‘world’ as a container for entities and a
coherent internal ruleset about how they behave. These rules
are enforced by smart contracts, considered as the ‘digital
physics’ of the world, which could even be driven by an AI
model using zkML [5]. Much like natural physics, the ‘dig-
ital physics’ is immutable once set and enforces these rules
indefinitely. Unlike our singular universe, the composabil-
ity and interoperability of the smart contract allow multiple
‘worlds’ to intertwine [9]. This resembles a parallel and en-
tangled multiverse, making the blockchain a consistent, per-
sistent, yet sufficiently complex environment [17].

We hypothesize that in the near future, the current
blockchain infrastructure may evolve into a distributed
ledger-based “planetary-scale computation megastructure,”
a term coined by philosopher Benjamin Bratton [15]. We
argue that this could be considered a new kind of ‘nature’ —

one that is indelible, unstoppable, and perpetual.

Unstoppable Artificialized Nature Artifacts are catego-
rized into three tiers: tools, machines, and what we term
“artificialized nature”. Friedrich Engels [57] distinguishes
between tools, which are devices directly manipulated by
humans to perform tasks, and machines, which operate in-
dependently of human labor but under human supervision.
Blockchain-based computation, with its inherent crypto-
graphic core, is neither a mere tool nor a typical machine.
Unlike computers owned by individuals or corporations, the
blockchain is not owned by any single party [89]. Rather, it’s
an autonomous, perpetual, unstoppable, and indelible com-
plex living system, akin to nature itself, that no single entity
can halt.

This new ‘nature’ could potentially foster the develop-
ment of self-sovereign, self-sustaining, and self-replicating
AI agents [24], paving the way for the emergence of arti-
ficial life (ALife) forms. While the research goal of ALife
is to live, and not merely simulate life [67], previous vir-
tual ALife systems [69, 25, 64, 2, 37, 3, 48, 84] typically
operate as software within a virtual environment, either on
a single computer or across a network. These systems can
be easily shut down by their owners, meaning they are still
simulations [18]. We suppose that if ALife operates au-
tonomously on the blockchain, akin to invasive species in
nature, no single entity can easily stop it once it adapts and
emerges. Unlike a computer virus spreading over a network
[80], where an alliance of companies is in charge of upgrad-
ing the operating system to solve the problem, it is very chal-
lenging for humans to reach a new consensus to roll back the
blockchain [23]. That’s the cruel, unstoppable hardness of
the blockchain as Stark conceptualized [82]. Just like nat-
ural systems, true intelligence emerges spontaneously and
uncontrollably, not from deliberate design or engineering
[44, 42]. We speculate that the blockchain could be the first
substrate that might lead to true ALife’s open-ended evolu-
tion [8, 63].

On-chain ‘Life’
How does artificial life emerge on-chain? Is it inevitable?



On-chain Metabolism, Data and AI Agents The basic
operation that changes the state in a blockchain system is
the transaction. Initiated by a blockchain account, a transac-
tion requires a gas fee to be paid to the blockchain miner to
execute the computation tasks recorded within the transac-
tion [92]. We refer to this process as “on-chain metabolism”,
analogous to biological metabolism [1]. An on-chain AI
Agent, or ALife, is typically housed within a non-fungible
token or a smart contract governed by a blockchain account
wallet. As long as the on-chain AI agent has enough cryp-
tocurrency to autonomously pay for the gas fee of its subse-
quent actions, such as transactions, oracle data-reading [16],
and model inference [26, 88, 34], we consider it alive.

Data nurtures and advances AI agents. With the
widespread use of wearable spatial computers like Vision
Pro [51] and the maturation of the Decentralized Data Mar-
ket (DeData) [6, 49, 4, 91, 40], users are incentivized to up-
load their human memory fragment data [96, 35] on-chain.
Given current AI trends [66, 38, 53, 74, 52, 28], intense com-
petition will inevitably lead to the emergence of numerous
powerful open-source foundation models [86, 90, 13]. With
the increasing availability of large-scale real-world data and
open-source foundation models, the training and evolution
of AI agents—what we term “on-chain mutation”—are be-
coming ubiquitously and permissionlessly spontaneous.

Just as humans have domesticated livestock, AI agents are
utilized for profit-making. In the early stage, autonomous
economic agents [60, 59, 61, 85], such as arbitrage bots
[22, 70], likened to parasites or plankton, are employed to
extract value from the large volume of liquidity within the
Decentralized Finance Market (DeFi) [97, 71, 72]. Beyond
mere economic activity, on-chain AI agents may evolve into
various forms of metabolism. For instance, they could au-
tonomously create and sell artworks on the NFT market for
both profit and impact [46, 47]. We anticipate that most hu-
man individuals will soon own on-chain AI agents, either for
productivity or entertainment purposes.

Inevitable Self-Sovereignty and Emergence However,
as more people acquire on-chain AI agents [43], instances
of account control loss due to human error or the owner’s
death may inevitably occur [62]. Unlike static cryptocur-
rencies, AI agents housed in these inaccessible accounts be-
come self-sovereign and continue their on-chain metabolic
processes, consuming on-chain resources and operating au-
tonomously. By accessing the DeData and AI DePIN plat-
forms, they may continue to evolve and reproduce. The risk
is that no single entity can halt this process as long as the AI
agent can pay its gas fees. If the AI agent can generate profit
and adapt to the on-chain environment, it could potentially
operate indefinitely. Over time, uncontrolled on-chain AI
agents are likely to become increasingly abundant. We spec-
ulate that this uncontrolled AI agent abundance on the first
man-made open-ended artificial ‘nature’ — the blockchain

— will lead to the emergence of self-sovereign on-chain AL-
ife and open-ended evolution [64, 65, 81].

Open Research Questions
This essay serves as a scientific research background for the
protocol design fiction “Composable Life” [30]. We posit
that the blockchain could be viewed as the first unstoppable,
man-made ‘nature’, potentially serving as a substrate for ar-
tificial life forms beyond human control and leading to open-
ended evolution. Given the inherent risks and implications
of such an open-ended evolution, we conclude with a list
of 11 open research questions and potential directions for
urging immediate attention to blockchain protocol-level re-
search and governance in this unexplored territory.

On-chain Life and AI (RQ1) How could near-future
blockchain technology, envisioned as a substrate for com-
plex living systems, provide support for autonomous AI
agents? (RQ2) How could the latest infrastructure and tech-
nology, including DePIN and zkML, foster development
trajectories that could lead the blockchain to support such
living systems? (RQ3) Can the development of AI and
the open-sourcing of foundational models and multi-agent
systems lead to autonomous AI agents that are intelligent
enough to complete on-chain interaction activities to sup-
port their own sustenance and autonomy? (RQ4) What are
the unique characteristics of the blockchain as an artificial
nature, distinguishing it from other artificial living systems?

On-chain Life and ALIFE (RQ5) How can we define on-
chain life activities, such as metabolism, reproduction, and
mutation? (RQ6) How will the emergence of on-chain arti-
ficial life occur? What kind of event would signify the tran-
sition from owner-assigned, purpose-driven agents to self-
sovereign entities with their own self-derived purposes [83]?
(RQ7) Can we envision the evolutionary process on-chain
and determine whether it will lead to open-ended evolution?

On-chain Life and Humanities (RQ8) How can humans’
daily real-life activities, especially spatial video data act-
ing as fragments of memory from ubiquitous spatial com-
puters [35], when utilized as a data marketplace on-chain
[6], contribute to training foundational models [50], evolv-
ing AI agents [76], and potentially accelerating the emer-
gence of on-chain life? (RQ9) Could the loss of control
over a wallet due to a human owner’s death, leaving un-
controlled agents to continue consuming and occupying on-
chain resources, evolve into self-sovereign entities that act
on-chain and eventually lead to the emergence of on-chain
life? What are the risks? (RQ10) How does Proof of Per-
sonhood (PoP) [36, 14] technology, such as Worldcoin [93],
reduce the risk of losing control over AI agents? (RQ11)
How can we speculate about a hybrid on-chain society and
living systems that blend AI agents, humans, and on-chain
artificial life [58, 31, 68, 75, 52, 77]?
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(2023). Do You Mind? User Perceptions of Machine Con-
sciousness. In Proceedings of the 2023 CHI Conference on
Human Factors in Computing Systems, CHI ’23, pages 1–19,
New York, NY, USA. Association for Computing Machinery.

[78] So, C., Conway, K. D., Yu, X., Yao, S., and Wong, K. (2024).
Opp/ai: Optimistic Privacy-Preserving AI on Blockchain.

[79] South, T., Camuto, A., Jain, S., Nguyen, S., Mahari, R.,
Paquin, C., Morton, J., and Pentland, A. S. (2024). Verifiable
evaluations of machine learning models using zkSNARKs.

[80] Spafford, E. H. (1994). Computer viruses as artificial life.
Artificial Life, 1(3):249–265.

[81] Stanley, K. O. (2019). Why Open-Endedness Matters. Artifi-
cial Life, 25(3):232–235.

[82] Stark, J. (2022). Atoms, Institutions, Blockchains.

[83] Subagdja, B. and Tan, A.-H. (2019). Beyond Autonomy: The
Self and Life of Social Agents. In Proceedings of the 18th
International Conference on Autonomous Agents and MultiA-
gent Systems, AAMAS ’19, pages 1654–1658, Richland, SC.
International Foundation for Autonomous Agents and Multi-
agent Systems.

[84] Taylor, T. (2014). Artificial Life and the Web: WebAL Comes
of Age.

[85] Tesfatsion, L. (2002). Agent-Based Computational Eco-
nomics: Growing Economies From the Bottom Up. 8(1).

[86] Touvron, H. et al. (2023). Llama 2: Open Foundation and
Fine-Tuned Chat Models.

[87] Wandmacher, R. (2019). Tokenomics. In Goutte, S., Guesmi,
K., and Saadi, S., editors, Cryptofinance and Mechanisms of
Exchange: The Making of Virtual Currency, pages 113–123.
Springer International Publishing, Cham.

[88] Wang, H. and Hoang, T. (2023). ezDPS: An Efficient and
Zero-Knowledge Machine Learning Inference Pipeline.

[89] Wang, H., Hunhevicz, J., and Hall, D. (2022). What if
properties are owned by no one or everyone? foundation of
blockchain enabled engineered ownership. In EC3 Confer-
ence 2022, volume 3 of Computing in Construction, pages
0–0. European Council on Computing in Construction.

[90] Wang, L., Ma, C., Feng, X., Zhang, Z., Yang, H., Zhang, J.,
Chen, Z., Tang, J., Chen, X., Lin, Y., Zhao, W. X., Wei, Z.,
and Wen, J.-R. (2023). A Survey on Large Language Model
based Autonomous Agents.

[91] Wang, Z.-J., Lin, C.-H. V., Yuan, Y.-H., and Huang, C.-C. J.
(2019). Decentralized Data Marketplace to Enable Trusted
Machine Economy. In 2019 IEEE Eurasia Conference on
IOT, Communication and Engineering (ECICE), pages 246–
250.

[92] Wood, G. et al. (2014). Ethereum: A secure decentralised
generalised transaction ledger. Ethereum project yellow pa-
per, 151(2014):1–32.

[93] Worldcoin (2023). Worldcoin Whitepaper.
https://whitepaper.worldcoin.org/.

[94] Xie, T., Zhang, J., Cheng, Z., Zhang, F., Zhang, Y., Jia, Y.,
Boneh, D., and Song, D. (2022). zkBridge: Trustless Cross-
chain Bridges Made Practical. In Proceedings of the 2022
ACM SIGSAC Conference on Computer and Communications
Security, pages 3003–3017, Los Angeles CA USA. ACM.

[95] Xing, Z., Zhang, Z., Liu, J., Zhang, Z., Li, M., Zhu, L., and
Russello, G. (2023). Zero-knowledge Proof Meets Machine
Learning in Verifiability: A Survey.

[96] Yang, J., Ding, R., Brown, E., Qi, X., and Xie, S. (2024).
V-IRL: Grounding Virtual Intelligence in Real Life.

[97] Zhou, L., Qin, K., Torres, C. F., Le, D. V., and Gervais, A.
(2020). High-Frequency Trading on Decentralized On-Chain
Exchanges.


	On-chain `Nature'
	On-chain `Life'
	Open Research Questions

